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Employing Non-Binary Simplex Codes Over F,(F, + vF,) within Various Applications
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ABSTRACT: This article examines simplex codes categorized as types a and 8 over Fy(F, + vF,), along with
exploring the p-array Gray representations of simplex codes of types o and 3 over the same field. Additionally,
the article investigates the covering radius of simplex codes of types a and 8 over Fy,(F, + vFy). Lastly, the
article delves into the construction of secret sharing schemes utilizing simplex codes over the finite field [Fp,.
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1. Introduction

The exploration of simplex codes of types a and S over finite rings presents a compelling avenue
within the realm of coding theory, where the refinement of algebraic structures intersects with the im-
peratives of error-correcting codes. Within the confines of a finite ring, these simplex codes emerge as
versatile and effective tools for encoding and decoding information, providing a robust defense against
errors during data transmission. The finite ring environment introduces a distinctive array of challenges
and possibilities that significantly shape the design and efficacy of simplex codes. Researchers, in delving
into the complexities of these codes over finite rings, strive to unveil not just theoretical insights into the
algebraic foundations but also practical methodologies for constructing resilient communication systems
in settings prone to errors and interruptions, see [1,2,3,11,4,12,13].

The aim of this article is to comprehensively explore and elucidate various aspects of simplex codes,
with a particular focus on types a and § over finite ring F,(F, + vF,). The investigation encompasses a
detailed examination of the p-array Gray images associated with simplex codes of types a and 8 over this
ring, shedding light on their unique properties and applications. Additionally, the article aims to delve
into the covering radius of simplex codes of types a and g over F,,(F, +v[F,), unraveling the intricacies of
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their error-correcting capabilities. Moreover, the discussion extends to the construction of secret sharing
schemes utilizing simplex codes over finite fields F,,, exploring the practical implications of these codes
in safeguarding sensitive information through distributed cryptographic mechanisms. Through this com-
prehensive exploration, the article seeks to contribute to the broader understanding of simplex codes and
their diverse applications in coding theory, cryptography, and information security.

The article’s structure is outlined as follows: In Section 2, foundational information is presented with
two key subsections. Subsection ”Hamming and Lee Weights of Linear Codes over R = F,(F, + vF,)”
elucidates Hamming and Lee weights concepts within linear codes over the ring F,(F, + vF,). The
subsequent subsection, ”Bounds on the Covering Radius: Upper and Lower Limits,” explores covering
radius boundaries for linear codes over the same ring. Section 3 focuses on developing simplex codes
(types o and () within F,,(F, +vF},). Section 4 computes Gray images for simplex codes of types a and 3
over Fp,(F, +vF,). Section 5 scrutinizes the covering radius of simplex codes types o and § over the same
ring, exploring related properties, computational techniques, and bounds. Section 6 delves into access
structures inherent in secret sharing schemes based on Gray images from F,(F, 4+ vF,)-simplex codes of
type 3, highlighting their functionality and interaction in secret sharing contexts.

2. Context and Preliminaries

In this section, we present our initial findings drawing from references [16], [17], and [19]. We focus
on introducing the rings of integers modulo p, denoted as F,, where p is an odd prime. Additionally, we
establish the concept of F),+v[F,, a collection comprising elements such as 0,1,2,--- , (p—1),v,2v,-- - , (p—
1) +v(p — 1), where the condition v?> = v holds. Sets of n-tuples within these rings are denoted by Fy
and (F, + vF,)". We recall that the ring F,(F, + vF,) can be written in the following set form

F,(F, +vF,) ={a+vb|abeF, v>*=v}.
For instance, when p = 3, the elements are explicitly
F3(F3 4+ vF3) ={0,1,2,0,20,1+v,2 4+ v,1+ 20,2+ 20 }.

We introduce the ring R = F,(F, +vF,) and define a non-empty set C' as an R-additive code, forming
a subgroup of F} x (F, + vF,)?, demonstrating its isomorphism to IE‘;‘ x (Fp + vF,)*. The group type
attributed to C is denoted as p**2#, signifying that C' encompasses |C| = p*T2# codewords. Moreover,
within C, the count of distinct orders for any two codewords also equals |C| = p*T2#. We introduce the
concept of a linear code C' with length n over R.

2.1. Weights of Linear codes over F,(F, + vF,)

The Hamming weight and Lee weight play pivotal roles in characterizing vector attributes within the
ring framework, holding vital importance in coding and error-correction methodologies. In (I, + vF,)",
the Hamming weight quantifies the count of non-zero elements, while the Lee weight, tailored to the
ring structure of R = F,(FF, + vF,), focuses on elements not equal to zero. The Gray (or Lee) weight,
introduced in [20], further refines these concepts for elements within (I, + vF,).

The Gray(or Lee) weight for the codeword z = (21,2, ...,2,) € (F, + vFp)" is defined by,
wtp(z) =Y wt(x;), (2.1)
i=1

where the Gray(or Lee) weight on (F), + vF,) is a weight function on (F, + vF,) defined as

if Ty = 0
it A0, =0
if ¢ #0,2t; +¢ = 0 (mod p)
it ¢ #0,2t; + ¢ # 0 (mod p)

th(xi =1t + qu) = (2.2)

N = RO
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The minimum Hamming weight wty(C) and the minimum Lee weight wtr(C') of code C are defined
analogously. For z = (21,22,...,2s), (Y1,¥2,...,yn) € (Fp +0Fp)", du(z,y) = [{i|lz; # yi}| is called
distance between z and y € R™ is denoted, dy(x,y) = wty(z — y). The minimum Hamming distance
between distinct pairs of codewords of a code C' is called the minimum Hamming distance of C' and
denoted by dg(C) or shortly di. The Gray (or Lee) distance distance between x and y € (F), + vF,)" is
defined by,

dr(z,y) =wtp(z —y) = Zth(a?i — Yi)-

The minimum Lee distance between distinct pairs of codewords of a code C are called the minimum
Lee distance of C' and denoted by dp(C) or shortly dr. If C is a linear code, dgy(C) = wtgy(C),
dr(C) = wtr(C). A generator matrix of C' is a matrix whose rows generate C. Two codes are equivalent
if one can be obtained from the other by permuting the coordinates.

The Gray map ¢ from (F, + vF,)" to F2" is defined in [20] as:
¢ (Fp+vFp)" — F", (2.3)

r+vy = (—y,2z +y)

where z,y € ;. The Gray( or Lee) weight of x + vy is the Hamming weight of its Gray image. Note
that ¢ is I, linear.

The extension of the Gray map p : F) x (F), + vF,)° — [y, where n =« + 2§ is given by p(u,w) =
(u, p(wr), -+, p(ws)),Yu € F) and (wy,--- ,ws) € (Fp + vF,)?. Then the image of a R-additive code
under the extended Gray map is a I, linear code of length n = v+26. The Hamming weight of u denoted
by wg (u) and w(w) be the Lee weight of w, where u € F} and w € (Fp, 4 vF,)°.

Here, D refers to the Lee weight function defined on (F,+vF,). Thus, for z = (u, w) € F) x (Fp+vF,)°,
we define

wp(x) = wr (u) +w (w),

where wg (u) is the Hamming weight of u € F), and wr(w) is the Lee weight of w € (F, + vF,)?. The
Gray map defined above is a ring isomorphism.

2.2. Investigating and Expanding Limits on the Covering Radius of Codes over F,(F, + vF,)

Within this section, our journey sets sail into an in-depth exploration of both the upper and lower
thresholds on the covering radius within a code established over the ring F,(F, + vF,). The covering
radius, a pivotal parameter within the realm of coding theory, assumes a substantial role in quantifying
the utmost distance separating any given codeword and its nearest counterpart located outside the code.
References such as [9] and [15] have already laid down the foundation by furnishing covering radii for a
code denoted as C, encompassing distances such as the Lee, Fuclidean, and Chinese Euclidean measures.
Now, our specific focus lies in the articulation of the covering radii within codes C over F,(F, + vF),),
with particular attention directed towards the Lee and Bachoc distances.

The covering radius of a code C over F,,(F, 4+ vF,) is defined as follows:

rp(C) =  max {min dy(z, c)} , (2.4)

z€FY X (Fp+vFp)0  c€C

where rp(C') represents the covering radius, F) x (F, + vF,)? denotes the Cartesian product of ) and
(F, +vF,)°, and dp(z,c) represents the Lee distance between a vector x and a codeword c.

Moreover, the set ) x (F, + vF,)° can be expressed as the union of spheres centered around each
codeword in C' with a radius equal to the covering radius rp(C'), as given by:

F} x (B + 0F;)° = Ueec'Srp (0) (2.5)
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where S, (z) denotes the sphere of vectors in F) x (IF,, + vF,)? with a distance at most 7p from a given
codeword c.

The exploration into these limits on covering radii holds paramount importance in comprehending
the error-correction potential inherent in codes over F,,(F, +vF,). In the ensuing sections, we will plunge
deeper into the ramifications stemming from these boundaries and their influence on the effectiveness of
diverse coding methodologies. Additionally, we will investigate approaches to streamline the design of
codes within real-world applications, thereby striving to augment both the dependability and effectiveness
of coding systems predicated on the adopted ring configuration.

Definition 2.1 For a binary linear code C' without a zero coordinate, rp(C) = L@J

Proposition 2.2 Let C be a code over F) x (F,+vF,)? and p(C) be the Gray image of C, then rp (C) =
r(p(C)).

The subsequent outcome holds great significance as it offers a method to ascertain the covering radius
for codes established over the ring F,(F, + vF,).

Proposition 2.3 If Cy and Cy are codes over Fy,(Fy, + vF,) has length ng and n1, of minimum distance
do and dy, generated by matrices Go and Gy, respectively, and if C' is the code generated by

(0 |G
o= (i)

then rq4(C) < rq(Co)+rqa(Ch), and the covering radius of the concatenation of Cy and Cy, denoted rq(C.),
satisfies the following
rq(Ce) > 1rq(Co) +ra(Ch),

for all distances d over Fy(F), + vF,).
2.3. Utilizing Linear Codes in the Context of Secret Sharing Schemes

Consider a generator matrix G = (go, g1, - - ., gn—1) for an C' = [n, k, d; p]-code. This matrix G consists
of row vectors that effectively create the linear subspace C. In a secret sharing arrangement based on
C, the confidential value is an element taken from F,. This sharing setup involves a dealer Py and n —1
parties, namely Py, Po, ..., Py_1.

For the purpose of computing shares associated with a secret value s, the dealer employs a random
selection of a vector denoted as u = (ug,u1,...,ur—_1) originating from Flg, ensuring that s can be
represented as the result of ugg. Within IE"]Z7 there exist p*~! such vectors u conforming to this criterion.
Subsequently, the dealer treats the vector w as information and proceeds to compute the corresponding
codeword v = uG = (vp,v1,-..,Un—1). This computed codeword’s components are then distributed to
the respective parties, with P; receiving v; as their designated share, where 1 < i < n —1. In cases where
s = vy = ugp holds true, a collection of shares (v;,,v;,,...,v; ) is capable of uniquely determining the
secret s if and only if the column gy within matrix G' can be expressed as a linear combination of columns
Giv» Gisy - - - 5 Gi,, Within the same matrix G. This leads to the establishment of the ensuing proposition as
detailed in [14].

Proposition 2.4 Let G be a generator matriz of an [n; k;d] code C over F,,. In the secret sharing scheme
based on C, a set of shares (v, viy, -+ ,v;, ) determines the secret if and only if there is a codeword

(1a0a"' 70aci1707"' 7Cima07"' a0)7
in C+ with ¢;; # 0 for at least one j, 1 <i; <+ <ip<n—Tlandl <m<n—1.

When presented with a codeword as outlined in Proposition 2.4, the scenario arises where gy can be
expressed as the summation Z;”:l a;jgi;- As aresult of this configuration, the retrieval of the secret value
s is accomplished through the calculation given by

s = Zajvij. (2.6)
j=1
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Theorem 2.5 ([8]) Let C be an [n;k;d] linear code over F,, with generator matriz

G= [907917 te ,gn—l] 5

and let C+ be its dual code with minimum distance d*. If each nonzero codeword of C is minimal, then
in the secret sharing scheme based on C* there are p*~' minimal access sets. in addition, we have the
following.

1. If d* = 2 then

1) if g; is a multiple of go, 1 < i < n —1, then participant P; must be in every minimal access
set, and

i) if g; is not a multiple of go, 1 < i < n— 1, then participant P; must be in (p— 1)p*~2 minimal
access sets.

2. If dt > 2, for 1 <t < min{k — 1,d+ — 1}, then every group of t participants is involved in
(p — 1)tpP= D) minimal access sets.

The sufficient condition is obtained from the weights as described in the following lemma.

Lemma 2.6 ([8]) Let C be an [n; k;d] linear code over F,,, and let Wynin and Wimay be the minimum and
mazximum nonzero weights of C, respectively. If
Wmin > p—= 1

= ’
wmam p

then all nonzero codewords of C are minimal.

3. Simplex Codes of Types a and  over F,(F, + vF,)

In this segment, we focus on the investigation of simplex code of type a and 5. Every type is
associated with a specific collection of fundamental vectors, thereby signifying a unique code structure.
The formulation of these codes entails a methodical approach of selecting appropriate foundational vectors
and systematically generating all potential codewords through linear amalgamations.

Let T}, be the generator matrix of S, the simplex code of type a over F,

00---0 ‘ 11---1 ‘ ‘ p—1(p-1)---(p—1) )
R ~ — = , fork>2, 3.1
PE < Tk ‘ Tk ‘ ‘ 5k (3.1)
with Tj*y = (012--- (p — 1)). In [18] the simplex codes S;% ; of type o over the ring F, +-vF, were defined.
The generator matrix Ggg i of S;‘Q g isak x p?* matrix over F), + vIF,, defined inductively by,
o :< 0...0 | 1...1 | ... | (p—1)+v(p—1)~-~(p—1)+v(p—1)> (3.2)
Pk Grop | Grapy | oo | Gz p ’
where
Gey=(01 ... (p=1) v ... vp-1) ... (P-D+o(p-1))

The columns of Gg‘z , consist of all distinct k-tuples over (F, 4+ v[F,). The code Sg‘z  generated by
G , has length p?k.

We define the generator matrix of SY, the simplex code of type F,(F, + vF,) as the concatenation of

p?* copies of the generator matrix of Sy, and p”* copies of the generator matrix of S’;‘Q’k, given by

= (1 @Ty |1 @G, ), for k> 1. (3.3)

The length of the simplex code of type a over F,,(F, +vF,) is equal to 2p?F and the number of codewords
is equal to p” for some k.
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The type B of the simplex codes S,f over F,,(F,, + vF,) is a punctured version of S§. The number of
(pk _ 1)) <(p2k+1 +p2k _ 2pk+1 _ 2pk +p+ 1)
(p—1) (p+1(p—1)?
(p2k+1 +p2k _ 2pk+1 _ 2pk +p+ 1)
(p+1)(p-1)°

codewords is p* and its length is 2 ( > The generator

matrix of S,f is the concatenation of copies of the generator matrix

k1
of the simplex code Sg x over IF, and (f)l)) copies of the generator matrix of the simplex code 552 &
, p— ;
over IF, 4+ v, given by
Qﬁg = ( Lkt 2k _ophtt _aphipia) ®Tpﬁ,k ‘ Loy ® ij‘z,k ) ,for k>1, (3.4)
(p+1)(p—1)2 (p—1)

where T ﬁ . is the generator matrix of the ternary simplex code of type 8 given by

11---1]00---0
| ) (3.5)

T’ :(
Pk Tpofkq ‘ Tﬁkq

s 1n---1 |0 5. : . 5
for k£ > 3, with Tp72 = ( 0T (p—1) ‘ 1 and szJC is a generator matrix of the simplex code SPQJC
over Fy, + vF,, of type 3 deﬁnedk indt;ctively as in [18] by the following,
2% _
for k =2, Let A be the k x P_=P  hatrix over F, + vF, defined inductively by \y = (12---(p — 1) v)
and
N = 0| 1 |---|p-1]| v [14+(p-DLv]|[24+(p—-2)v]|--|p—1+vV (3.6)
SERNETH S0 R K- K- e VR BV R B '
Ak is constructed inductively as follows
O e e e e sy B DA
P2k pk
Let 0y be a matrix of size k x 1 over F, +vF,. Let 6y =[12---p—1p—1+v] and
52=<0 1 2 |- |p-1|p-1+4v]|v 2V---(p—1)v) (3.8)
01 ‘ Gpe1 ‘ Gpe1 ‘ ‘ Gpe ‘ Gpe1 ‘51 01 ‘ ‘ 01
0 is constructed inductively as follows
5k:( 0| 1 | 2 || p-1|p—14v| v [2v |- (p—l)v) (3.9)
WG [ Gpn [ [ Gt | Gy [Oema [ Mo [ [ M
Let GfJQJC (k > 2) be matrix the generator of S}@Q,k. The size of Gf;z,k is
. (p2k+1 +p2k _ 2pk+1 _ 2pk +p+ 1)
(p+1)(p—1)°
. The matrix Glﬁ)2 5 is as follows
1 |0 v | -1 +v
Gh,, = : 3.10
P22 ( a2 (p-1+v)[1---(p—1w (3.10)

Gfﬂk is constructed inductively as follows
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s 1 ‘ 0 ‘ v ‘(p71+v)
GPz’k B ( P21 ‘ G;/f?,kfl ‘ Ok—1 ‘ Ak—1 ' (3.11)

Using the induction method, we can readily verify that no two columns within Gﬁ 2 ), are proportional to
each other. This systematic mathematlcal technique enables us to establish this property in a structured
manner. To delve deeper, G%, k denotes a particular mathematical entity, and the conclusion drawn
through induction applies universally to all instances of this matrix. The proof of this assertion is both
straightforward and comprehensive, underscoring the potency and adaptability of the induction principle
when addressing such mathematical investigations.

4. The p-array Gray Images of Simplex Codes over F,(F, + vF,) of Types o and 3

In this section, we explore the concept of Gray images in the context of simplex codes over the algebraic
structure F,(F, + vF,) of types @ and . The fundamental idea behind Gray images lies in representing
these simplex codes through a concatenation of simplex codes over IF),, specifically categorized into types
« and 8. The process of constructing Gray images involves systematically organizing and combining these
simplex codes over I, resulting in a compact and efficient representation of the original simplex codes.
To achieve this, we introduce a significant theorem that precisely outlines the procedure for generating
the Gray images corresponding to types « and f.

Theorem 4.1 Let S represent a F,(F, + vF,)-simplex code of type o with a minimum weight denoted
as d. When we apply the mapping p to S}, the resulting code is obtained by combining 6 - pP—Dk+1
instances of the p-array simplex code with the following parameters: length 6 - pP*T1 . dimension k, and
Hamming distance dg = 6 . pPk=1,

Proof 4.2 When considering the generator matriz &¢ for the Fy(Fy, +vF,)-simplex code S§, the formula
representing p(&§) takes the following form:

6‘p(p71)k+1

p(@?) = pk ‘ ‘ ‘ Tgfk )

where Ty signifies the generator matriz of the p-array simplex code Sy .. This relation can be established
through an inductive approach with respect to k, validating the uniformity of p(&¢) across various values of
k. To recapitulate, the provided equation defines the configuration of p(®&%) based on the generator matriz
T, of the p-array simplex code Sy).. Additionally, the induction performed on k serves to establish the
validity of this expression for all conceivable values of k.

Theorem 4.3 Let S,f represent a F,(F, + vF,)-simplex code of type B with a minimum weight denoted
as d. When we apply the mapping p to Sf, the resulting code is obtained by combining

; (p2FH1 4 p2k — 2ph+l _2pk 4 p 4 1) 1)
(p+1p-1)2° ’ '
instances of the p-array simplex code with the following parameters: length
6((pk_1)) ((p2k+1+p2k_2pk'+1_ka+p+1)> (4.2)
(»—1) (p+1)(p-1)° ’ '

and dimension k.

Proof 4.4 The proof exhibits similarities to the one outlined in Theorem j.1.
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5. The Covering Radius of Simplex Codes over F,(F, + vF,) of Types o and

The following theorems provide the covering radius of simplex codes with types a and 3 over the ring
F,(F, + vF,).

Theorem 5.1 The covering radii of the Fy(F), + vF,)-simplex codes of type o and 8 are determined
Lo (SP) < (p—1) (1+1),

pik (pk+2 +p3 + 1) — p2k (ka: + 2p% + 2p2) +p3(1+p)
p*(p* - 1)

ro(Sy) <

Proof 5.2 1. Following [6] and regarding the code S and its association with the Lee weight, there
exists certain available information

ro(Sg) < ro(®tSpy) + (S )
< p¥ro( p,k‘)+p (S 2k)
< p TH(Sak)-Fp AN
< ( lp-1) + k P* " (p-1)
< p*o-1)(1+p").

2. The code Sf and its correlation with the Lee weight have some available information.

2%+1 | 2k k+1 k k
+pF =2t —2pF 4+ p+1) pF—1 _
sPy < (p k=1 _q 3k=3 () _ 1
ri(Sy) < TESNIEE P p-1)+ o PP -1)
) PP (052 + P+ 1) — p2 (p2F + 207 + 2p%) +p* (1 + )

p*(p* —1)
5.1. Covering Radius of Gray Images for these Simplex Codes

Studying simplex codes over F,(F, +vF,) with types o and 8 involves a key factor called the covering
radius of Gray images. This factor decides the smallest radius needed to cover all codewords when they’re
projected onto the p-array Gray images.

Theorem 5.3 For the Gray images of F,(F, + vF,)-simplex codes of types o and [ the values of their
covering radii are exclusively determined by the parameters characterizing these codes.

1. rg (p(S)) = 6 x poF—1,

2. ryg (p (S,f)) =6 (551) (p2k _oph +1)7

Proof 5.4 To demonstrate the validity of the statement, leverage the theorems provided in references [5]
and [10] as supporting evidence.

6. Constructing Secret Sharing Schemes Using Simplex Codes over Finite Fields F,

Within this section, our focus centers on a category of Gray images that pertain to linear codes
existing over a finite ring. Notably, we delve into the simplex codes of type 3, utilizing these Gray images
as a foundational element for the creation of secret sharing schemes.

Proposition 6.1 Every nontrivial codeword within a code p(S]f) over F,, are minimal.

Proof 6.2 Following the result from reference [6], it can be observed that wmm(p(S,f)) is equal to

wmax(p(S,f)). As a consequence of Lemma 2.6, all non-zero codewords of p(S,f) are established to be
manimal.
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This theorem gives rise to the subsequent observation.

Remark 6.3 The code p(S,f) over F,, are minimal.

Theorem 6.4 Consider the linear code p(S,f) over F,,. In the secret sharing scheme based on p(S,f)L.
There are p*~Y) minimal access sets and

(pkfl) (p2k+1 +p2k72pk+172pk +p+1) B
o (5=) ( CERIIEE )~

(6.1)

participants. Moreover, each participant P;, 1 < i <n — 1, is involved in (p — l)p(k_Q) minimal access
sets.

Proof 6.5 The outcome is a consequence of Proposition 6.1 in conjunction with Theorems 2.5 and 4.3.

6.1. Illustrative Instances of Application

Application 1 In situations where p takes the value 2, we will investigate the ring labeled as R = Fo(Fs +
ulF3), and center our attention on the Gray image code p(Sf ) where the parameter k is fixed at 4.
Subsequently,

111111110000000

000011111111000

001100110011110

010101010101011

p(@f) = ( 11350®T£4 ), where T2ﬁ74 =

The Gray image code p(Sf ) is classified as a binary [20250; 4; 10800] code. We establish the secret sharing
scheme using the dual of p(Sf), denoted as p(Sf). In this context,

co = 11350 ® (000000000000000), cs = 11350 ® (011001100110101),
¢1 = 11350 ® (111111110000000), ¢9 = 11350 ® (001111001100110),
co = 11350 ® (000011111111000), c10 = L1350 ® (010110101010011),
P(Sf) . c3 = li350 ® (001100110011110), c11 = 11350 ® (110000111100110),
¢q4 = 11350 ® (010101010101011), ¢12 = 11350 ® (100110010110101),
¢ = 11350 ® (111100001111000), ¢33 = 11350 ® (011010011001101),
cg = 11350 ® (110011000011110), c1a = 11350 ® (101001011010011),
¢7 = ligso ® (101010100101011), 15 = 11330 ® (100101101001101)

Within the related access arrangement, there are a total of 20249 participants and a set of 8 minimal
qualifying subsets, detailed as follows

Py = l1350®{1,2,3,4,5,6,7,8},

P5 = 11350®{1a2,5767117127137 14}7
Ps = 11350 ®{1,2,3,4,9,10,11,12},
P, = 11350@{1,3,577, 10,12,14,15},
Py = ligso®{1,2,7,8,9,10,13,14},
Py = li35 ®{1,4,5,8,10,11,13,15},
P14 = 11350®{1537678793113143 15}7
P15 = li350® {L 4, 67 77 93 12) 13? 15} .

Every participant P;, where 1 < ¢ < 20249, belonging to the set [20249] = {1,2,...,20249}), is included
in exactly 8 minimal access sets.

Application 2 For the case where p equals 11, let’s examine the ring denoted as R = F11(F1; + uF11) and
focus on the Gray image code p(Sg) with a value of k set to 2. Then

11111111111 10
”(65):<110368@7116172)’wh@reTﬁ@:(o 123456789 10 11 1)'
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The Gray image code p(SQB) can be characterized as an 1l-ary [134784;2;124416]-code. We proceed to
build the secret sharing scheme utilizing p(Sg ). Within the associated access structure, there exist 134783
participants and 11 minimal qualified sets, outlined below

Py = lio3es ®{1,2,3,4,5,6,7,8,9,10,11,12},

P, = 10368 ®{1,2,3,4,5,6,7,8,9,10,12,13},

Py = 10368 ®{1,2,3,4,5,7,8,9,10,11,12,13},
Py = 10368 ®{1,2,3,4,5,6,7,9,10,11,12,13},
P = 10368 ®{1,2,3,4,5,6,7,8,10,11,12,13},
Ps = 10368 ®{1,2,4,5,6,7,8,9,10,11,12,13},
Py = 10368 ®{1,2,3,4,5,6,7,8,9,11,12,13},

Py = 10368 ®{1,2,3,5,6,7,8,9,10,11,12,13},
Py = 10368 ®{1,2,3,4,6,7,8,9,10,11,12,13},
Py = liozes ®{1,2,3,4,5,6,8,9,10,11,12,13},
Pii = ligses ®{1,3,4,5,6,7,8,9,10,11,12,13}.

Each individual P;, with ¢ ranging from 1 to 134783 and belonging to the set [134783] = {1,2,...,20249},
is a member of precisely 11 minimal access sets.

7. Conclusion

The article explores various aspects of Simplex Codes over the finite ring F,,(IF, + vF,), focusing on
two types, denoted as « and . The investigation covers the construction and properties of these codes,
including their Gray images and covering radius. The p-array Gray images of Simplex Codes of Types «
and S over F,(F, +vF,) are analyzed. Furthermore, the study explores the application of Simplex Codes
in constructing secret sharing schemes over finite fields IF,. In summary, the article contributes to the
understanding of Simplex Codes of Types a and 3 over F),(F, + vF,) by investigating their Gray images,
covering radius, and practical applications in the construction of secret sharing schemes over finite fields
Fp.
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